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Natural disasters can be very destructive to mankind so predicting it can be a very powerful

tool since it supports the modification of the loss of damage to mankind and nature.
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Abstract. In the world today, the fourth leading disease 1s Diabetes that could lead to other
serious complicating diseases. Diabetes is one of the most common chronic disease which can
also be the cause of death in many cases. An efficient system for early disease prediction and
risk analysis of diabetic mellitus is very much needed as it has the major adverse effects. The
large amount of medical data is collected by healthcare industry in the form of Electronic
Medical Records. The Electronic Medical Records is communal database for clinical disease and
risk prediction that are useful in accurately predicting multiple medical events using machine
learning approach. Therefore, this research presents an efficient technique for early prediction
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Abstract

Educational Data Mining (EDM) and Learning Analytics (LA) investigation has emerged as an
attractive domain of study. The valuable unfolding experience from institutional databases for
several determinations such as prophesying learners achievement rate, enforcement,
coordination and improving the teaching—learning manner. The principal intention of learning
organizations is to impart high-quality knowledge to their students. One way to produce

quality instruction in the education arrangement is by identifying knowledge within EDM. It is
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Abstract:

Misinformation isn't definitely new thing; it is way before the inception of social media. Itis
evolving since 14th century but the term like "fake news", "post truth" are used commonly
during movement of 2016 US presidential election. People use social media to read news as it
is lost cost and user friendly platform; also it is possible to share news on social media with
one click. With this merit, it is also havina maior disadvantage. If the news is false or
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Development of Agriculture Field Using R
Machine Learning et

Rupali A. Meshram and A. S. Alvi

Abstract Indian farmers are behind as compared to other countries just not because
of economic condition, but it has many reasons like they are lacking in the latest
technologies, unaware about soil analysis, plant diseases, water table, quality of
seeds and most important 1s a traditional way of farming. Indian farmers are not
aware of modern way of farming. Various machine learning technigues are developed
to improve farming techniques. The farmers can improve fruits quality and crop
production with the help of machine learning. In this paper, we review agriculture
problems that solved by using machine learning and also provide common steps that
used to identify the objects from image dataset. In a nutshell, smart farming 1s the
need of today's farmer.

Keywords Machine learning + Deep learning + Big data + Deep convolutional
neural networks (CNNs) + Support vector machine (SVM)

1 Introduction

Farmers are facing various crop problems like diseases on plant, fruits npeness,
diseases on flowers, etc. Machine learning techniques are used to solve agriculture
problems. Machine learning is an imminent field of computer science which can be
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An Analysis on Detection of Plant Diseases using Soft Computing
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Abstract: As we know that in India most of the population is involved in agriculture field. 5o that plant disease detection s
needed automatically in the early stage of disease as they adversely affected on production and guality of agriculture produce.
Mant diseases affected on the leaf between seeding and picking which returns to enormous harm on the production of crop and
reasonable value of market. Now a doy®s vanous soft computing techniques are developed to improve farming methods Analysis
an detection of plant diseases and thewr problems mostly consider in thes aricle

Keywords: Soft computing techmques, Support vector machme (5%},

1. Introdoction

l'o increase economic growth of India agriculture 15 the main source. The farmer chooses the essential crop grounded on the sotl
form, the location's weather situation, and economic rate. Traditionally farmers used naked eye method which requires massive
man power, ime consuming and imaccurte s it reguires confinwous momionng by expert people so it 15 very expensive. Hence it
is needed to detect the plant diseases momatically in their premature phase. Machine leaming, deep leaming and artificial neural

network these are a trustworthy prediction approaches ane used for identifying different diseases of plant leaves affected by fungus,
hacteria and viruses.



Scanned with CamScanner




Skip to main content

@ Springer Link

e Login

t Kharma - Dewpeak Guapta
Forl i)
rihs Bhattacharyyas -
wslillo S

Data Analytics and
Management

Peodeadiangd of [CDMM

Data Analytics and Management
Data Analytics and Management pp 737-748| Cite as

Implementation of Violence Detection
System using Soft Computing Approach

¢ Authors Authors and affiliations
¢ Snehil G. Jaiswal Sharad W. Mohod

()

First Online: 05 January 2021

e 347Downloads

Part of the Lecture Notes on Data Engineering and Communications
Technologies book series (LNDECT, volume 54)

Abstract

Numerous techniques have been evolved for the detection of violence in human
beings. Prior detection of human action can help to prevent and control suspicious
and criminal activities. The offline video processing system has been used for post-
action analysis. We address the violence detection trouble of humans in real-time
visual surveillance such as punching, fighting. The present research work proposes a
novel framework that processes real-time video data received from fixed cameras
installed area of interest under surveillance. To determine the security level, we
developed a new algorithm based on the decision-making classifier to recognize the
violent situation in real time. In the view of human violence detection, the proposed
work is simple and unique. The transition effects observed during violence detection



are deliberated in detail. It has wide applications in the area of visual indexing,
biometrics, telehealth, and human—computer interaction.

Keywords

Action recognition Surveillance Computer vision Violence detection Feature
extraction Histogram Surveillance camera Classifier Human—computer interaction
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each one trait of biometric is done and then all features are concatenation to get a single
feature. With the aid of machine learning classifier using extracted features the algorithm
predict the result of the system.
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l. Introduction

“Fingerprints cannot lie, but a liar can make fingerprints”. [24]This statement by Mark
Twain of an old quote has manifest on numerous occasions now as we have started use
of biometrics more often in our day to day life. As the research and implementation has
increased in the biometric field the demand for biometric based application has
increased. Law enforcement, controlling boarder, residential and customer services and
in financial services biometrics are used. This are the most prominent field of application
of a biometric system. One of the noticeable applications of the fingerprint for
authentication purpose is mostly use in the smart phones, PC'S, laptops. The fingerprint
use, in smart phone has reach has upto 80%][3]. Along with this the security of personal
devices and personal data is compromised due to the fake biometrics attack. To
stimulate the efficiency of the system or devices we have to jam such attacks and make
a secure user friendly system.

© Copyright 2021 IEEE - All rights reserved.
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Detection and Prevention of Malicious )
Activities in Vulnerable Network A
Security Using Deep Learning

Maithili S. Deshmukh and A. S. Alvi

Abstract In today’s environment, application protection is most critical because of
the progression and sharing of data and knowledge techniques that generate new
value-added services across various potential attacks. As a consequence, they have
established numerous internet platforms. A Network Intrusion Detection System
(NIDS) allows administrators within network processes to identify network security
breaches. That being said, when a robust and reliable NIDS is built for unpredictable
and unpredicted attacks, several issues arise. It is verified by the test conducted that
the convolutional neural network is successful for NIDS. In this work, a deep-learning
methodology to integrate quite a robust and scalable different cloud detection system
has been highlighted. The device uses arecurrent neural network (RNN) monitored by
a training algorithm to detect visible and invisible assaults. Initially, the information
is preprocessed for input to both the neural network utilizing Data Balancing and
standardization. To construct a learning model by preprocessing, the RNN technique
was implemented to the refined data. The entire KDD Cup 99 was used to validate
that. The false alarm rate, accuracy and detection rate have been measured to assess
the detection accuracy of the RNN model when all is said and done. In comparison,
we test and compare various algorithms for deep learning, i.e. Cloud environment
RNN, CNN, DNN and PNN algorithm for network intrusion detection.

Keywords Recurrent neural network + KDD - WSN trace dataset - Deep learning -
Intrusion detection system - Long short term memory

1 Introduction

Various kinds of attacks every day is faced by industries. And the best solution for
it to use the Intrusion detection system (IDS). The machine interfaces protection
has been in the concentration of research for times. The industry has appeared to
understand that knowledge and network protection technology has converted required
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value-added services across various potential attacks. As a consequence, they have
established numerous internet platforms. A Network Intrusion Detection System
(NIDS) allows administrators within network processes to identify network security
breaches. That being said, when a robust and reliable NIDS is built for unpredictable
and unpredicted attacks, several issues arise. It is verified by the test conducted that
the convolutional neural network is successful for NIDS. In this work, a deep-learning
methodology to integrate quite a robust and scalable different cloud detection system
has been highlighted. The device uses a recurrent neural network (RNN) monitored by
a training algorithm to detect visible and invisible assaults. Initially, the information
is preprocessed for input to both the neural network utilizing Data Balancing and
standardization. To construct a learning model by preprocessing, the RNN technique
was implemented to the refined data. The entire KDD Cup 99 was used to validate
that. The false alarm rate, accuracy and detection rate have been measured to assess
the detection accuracy of the RNN model when all is said and done. In comparison,
we test and compare various algorithms for deep learning, i.e. Cloud environment
RNN, CNN, DNN and PNN algorithm for network intrusion detection.
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1 Introduction

Various kinds of attacks every day is faced by industries. And the best solution for
it to use the Intrusion detection system (IDS). The machine interfaces protection
has been in the concentration of research for times. The industry has appeared to
understand that knowledge and network protection technology has converted required
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Abstract—Management of memory in an efficicnt manner is
one of the wvery important topics these days in Cloud
environment. Optimized memory management  fochnigues
play the imporant role w handle the large amount data and
processes i cloud  envieonment. The smarf ooy
management  techniques  should be  integraied i clowd
computing o do o memory optimization. The load balancing
issues and the problem of latency can be resolved with the
memory opiimmization. The efficiency of data optimization m
cloud depends wpon the resource allocation based on user
demand. This is the key factor of resource oplimization. As
the allocation of resources are done as per the user demand
then it most of the case resources ane underutilized amd
peisain idle. It causes the unused resources across the clowd
platform. To get rid on this peoblem there is peed 1o have
continues resource moniforing and check system which will
monitor the idle resources across the clowd. The vanous
virtual memory oplimization techniques are available. The
cloud hypervisors wses the different memory opiimization
technbgues which follows differest principal. To  handle
memory eptimization. The Ballooning i one of the important
memory masagement technigue in which memory of ideal
virtual meachine is used for the virtual machines which peeds
more memory to run the application.

Keywords—vidual Memory, Memory Balleoning, Virtuad
machine

I.  INTRODUCTION

The term cloud can be called as large pool of resounces.
The cloud computing is the technique through which all those
virtualized resources are casily accessible to cloud users. The
resources can be hardware, software, development platforms
or services. These resources are scalable and on demand
available to end user [1]. The scalability and flexibility are the
important features of clowd. The total cost of infrastrociure can
be reduced due to these features of cloud. This arca becormses
the top most rescarch arca and rescarchers are working on
cloud  security, cloud load balancing and  memory
management. Cloud has capability o provision resources
dymnamically amongst cnd users. So that resources can be
scaled as per the demand of cloud wsers. The clowd computing
provides various services like infrastructure as  service,
platform as service and software as service. Right from big

Dr. 8.Y. Amdam
Professor, Department of Computer Science & Enginecring
Bahasaheh Naik College of Engincering
Pusad , India
Salim amdani@redi fimail com

industry to single user can access these services as per their
ticed.

Virualization s a foundation techaology plaiform
fostering cloud computing. Virualization iz the other term to
cloud computing. The abstraction of compute pesources ane
like memory, CPU, network, database is provided through
virualization. Vimualization is a most important part of ¢lowud
computing which helps  any  organization 1o oplimize
mfrastructure and ulimately cost i provides the case to
access of physical pesources by hiding  their  physical
characteristics to other gystem or end users. The virualizations
arc of different types called server virtualization also called as
hardware virualization and other vietualizations ase network
virualization, desktop and stosage [9].

VIRTUAL MEMORY MANAGEMENT & NEED

Wirtual memory 5 an integral part of modem computer
architccture. In all general purpose operating sysiem virtual
memory playvs the important role 0 manage process data. All
the hardware resources support  the  vireal  memory
management in moderm operafing system. Address translation
between virual address space and physical address is done by
operating system and it supported by virwal memory by
creafing uniform  wirfual addeess  space for  application
programs. The virfual memory masagement is inbuili feafure
of operating system. It uses various methods o manage virmal
memory. Main memory is very small in size so0 10 compensaie
shortage of peain memory can be done with the help of
sevcondary storage. The data can be transferred temporally on
high speed disk arca. Virtual address space which is temporary
shorage space is increased using active memory in BAM and
mactive memary n compuier hard disk drives to form
contiguous addresses that hold both the application and its
data.

Management of memory i an efficient manner is one of
the very important topics these days in Cloud environmeni
Optimized  memory  masagement  techoigues  play  the
important role o handle the large amount data and processes
i cloud environmeni. The smart memory psapagensent
technigues should be integrated in cloud computing 1o do to
memory opiimization. The load balancing issuwes and the
problem of latency can be resolved wath the memory
optimization. The efficiency of data optimization in clowd
depends upon the resource allocation based on user dermand.
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